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Introduction

This class is focused on methods and techniques to conduct process audits. Internal and external process audits provide very valuable information to management and oversight organizations. Though process audit is defined in several texts, there is no book or standard of common conventions or accepted practices.

In this class we will follow along the sequence of the diagram (Fig. 1: Process Auditing Detailed Steps). Every attempt has been made to focus on process audit techniques and not repeat common system audit practices found in books such as The Quality Audit Handbook. Students of Process Auditing Techniques should already know basic auditing techniques such as how to conduct interviews, or develop a checklist. The techniques presented in this class can be used by auditors who conduct first, second and third party audits to any standard or work instruction. For convenience, ISO 9001 examples are used in the class, but other controls and standards such as FAA, FDA, EPA, OHSA could be used too.

A lesson on ISO 9001 has been included because of the standard style changes and quality management system design. The ISO 9001 quality management system design should be based on defining, linking, sequencing and measuring processes. Where applicable, process audit techniques can be used to evaluate the quality management system.
Fig. 1: Detailed Steps
Lesson 1: What is a Process?

In order to audit a process, you must first understand what it is. With my background in chemical engineering and business management, I am very familiar with processes. Chemical engineering could more appropriately be called process engineering. The very first engineering class that I took was called “Process Principles.” It was considered a difficult class and the demands of the class caused many students to explore alternate career paths. In this beginner class, the students were taught about designing processes, determining duties to be performed, establishing specifications and requirements, and integrating the various units (activities) into a coordinated plan. Additionally, we were told that “problems cannot be segregated and each treated individually without consideration of the others." So the first principle we learned was that process activities are connected or linked. Secondly, we learned that processes are responsible for the changes that take place within a system. Some call this changing a transformation.

The balancing and equilibrium of inputs and outputs is called the Law of Conservation. The Law of Conservation requires that the sum of the inputs equal the sum of the outputs for a given process. For example the uncut metal plate input equals the fabricated bracket, plus scrap and metal filings.

The third principle is that the Law of Conservation applies to a defined process. For processes to work, inputs and outputs must be in balance. If process elements are out of balance, the objectives would not be achieved and the process would not be effective. The output objective demands certain inputs and if you don’t have sufficient inputs, the outputs will never be achieved.

A fourth principle is that processes can be operated at a set of optimum conditions for best utilization of resources and achievement of objectives. Economics is an important consideration of design and process operation. Every process has a set of optimum operating conditions for achieving both economic and performance objectives.

<table>
<thead>
<tr>
<th>Process Principles</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
</tr>
<tr>
<td>2</td>
</tr>
<tr>
<td>3</td>
</tr>
<tr>
<td>4</td>
</tr>
</tbody>
</table>

A. Process Description

A process transforms inputs into outputs. This transformation or change takes place as a series of activities or steps that lead to a desired result (objective). The ‘process approach’ way of doing things is more effective in achieving objectives than a

---

1 Houge, Olaf A.; Chemical Process Principles, 2nd Ed., John Wiley & Sons, 1965
haphazard or random approach. Establishing a process is good, but it could be either a good process or a bad process. Similar to the thought captured in the saying ‘A bad plan is better than no plan.’

Process inputs can be tangible or intangible. Inputs may come in the form of people, equipment, materials, parts, assemblies, components, information, money, and so on (see Figure 1:2). The process transforms, changes, or converts the inputs into an output. Inputs are the thing(s) that will be transformed and the transformation mechanisms.

An output may be a product or service. Outputs can include: parts, assemblies, materials, information, energy, money, machines, devices, equipment, completed treatment, performance of a skill, and so on. The output product is a result of the process.

Figure 1:2 Process Equilibrium

There are many other inputs to a process (other than the object of the transformation) that make it possible to complete the transformation. It is convenient to categorize these inputs as Process Elements. The process elements can be divided into six groups that contain all the factors that make up a process. The six groups are people, equipment, environment, materials, measures, and methods (PEEMMM, see Figure 1:2). If the process is making a peanut butter and jelly sandwich, we will be transforming materials peanut butter, jelly, and bread into a sandwich.

EXAMPLE: Sandwich making process

---

2 Others use different terms to describe the same thing. Akio Miura identifies the process inputs as Control Factors while Dennis Arter calls them Process Affectors. All are derived from the original Ishikawa diagram.
<table>
<thead>
<tr>
<th>Question</th>
<th>Answer</th>
<th>Explanation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Are people involved in this process?</td>
<td>Yes</td>
<td>We need a chef</td>
</tr>
<tr>
<td>Do we need equipment to complete this process?</td>
<td>Yes</td>
<td>A knife to spread the ingredients and perhaps a cutting board</td>
</tr>
<tr>
<td>Are there any environmental considerations?</td>
<td>Yes</td>
<td>The area needs to be clean. There should not be any water on the cutting board or counter top that the bread might soak up.</td>
</tr>
<tr>
<td>Are materials needed?</td>
<td>Yes</td>
<td>Grape jelly, bread, and crunchy peanut butter</td>
</tr>
<tr>
<td>Are there measures or standards?</td>
<td>Yes</td>
<td>We need to ensure the sandwich consumer is pleased with outcome.</td>
</tr>
<tr>
<td>Do we need a method?</td>
<td>Yes</td>
<td>We will need a recipe that will tell the steps, order, and amounts.</td>
</tr>
</tbody>
</table>

In a machine shop, there may be a process for making brackets that transforms a metal plate into H brackets. The inputs of the process may include the following:

**EXAMPLE: H Bracket Stamping Process**


<table>
<thead>
<tr>
<th>Question</th>
<th>Answer</th>
<th>Explanation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Are people involved in this process?</td>
<td>Yes</td>
<td>Machine operator, material helper</td>
</tr>
</tbody>
</table>
Do we need equipment to complete this process? | Yes | 250 ton stamping machine, tote bin, scrap cart, tags, safety equipment
---|---|---
Are there any environmental considerations? | Yes | Housekeeping: (look for excessive dust, no oil on floor)
Are materials needed? | Yes | Machine oil, cut and sized metal plate,
Are there measures or standards? | Yes | Check dimensions with calipers per traveler
Do we need a method? | Yes | Traveler (work order), work instruction 075-H-02, safety manual

In all cases, there must be sufficient inputs to achieve the output. There must be a balance or equilibrium between inputs and outputs (Law of Conservation). For example if you want to make 1000 H brackets, there has to be the required amount of metal, energy, and machine time. If inputs are too few, too many, or different from the process needs, the process will be sub optimal\(^3\). Too few inputs will result in a shortfall; too many will result in excessive waste; and anything other than the required inputs will result in an ineffective process and/or chaos.

**B. Control of Processes**

In most cases, it is desirable to control processes to avoid negative consequences. The amount or level of control varies depending on the risk and acceptability of undesirable outcomes. The severity or level of control for nuclear plant processes will be different from that of any organization that publishes a magazine or newspaper. The essential requirement for any control system is that there is a feedback information loop from the process output. The feedback information is used to adjust the process or make decisions about the output (before the next process or before the customer receives it). Feedback information may be in the form of temperature, pressure, dimension, weight, volume, count, color, condition, or portion. The function of the control feedback loop is to achieve output targets and objectives.

For management to control a process or activity, it must establish a predetermined method. Without it, there is no basis to adjust or improve the process. Predetermined methods can include: plans, procedures, work instructions, checklists, outlines, diagrams, flow charts, step-by-step software program code, process maps, and so on.

Feedback information should relate to the process performance criteria and/ or objectives. Feedback can be in the form of a quality characteristic such as activity level or dimensions, and feedback can be a performance measure such as yield, cost, waste, cost, etc.

\(^3\) A concept shared with me by Dave Kildahl, Past Chair of the ASQ Quality Audit Division.
delays, utilization, error rate, field failures, and satisfaction and so on. Sometimes it is easier to monitor a process parameter such as temperature or pressure that is a function or indicator of the performance of the process. For example, we can monitor the temperature of a process because we know that if it goes above 107 degrees centigrade, the product will darken and fail the color test. Without a feedback loop objectives cannot be assured.

For example (see Figure 1.4), there may be a process that transforms sheet metal into an H bracket with specified holes for fasteners. One of the most critical parameters may be the diameter of the holes. For this process, the feedback loop is the diameter of the holes. This information can be used to reject parts or make adjustments to the fabrication process (machine, drill bits, and so on).

Figure 1.4 H bracket process control

In some cases, you may want to use statistical techniques to better understand what changes need to be made to the process to ensure that output objectives are achieved. For example: Statistical Process Control (SPC) charts may be used to monitor a process variable to ensure the process is capable and out-of-control points are acted upon.

C. Processes Make the System

Processes must be organized with other processes to achieve objectives such as manufacturing and distributing parts for a profit. Processes are sequenced and linked to achieve certain business/organization objectives. An organization can be considered a collection of processes, all of which are working together to transform inputs into outputs.

The combination of product/service processes with management processes creates a system. Processes can be simple or complex, similar or dissimilar. The system brings
the processes together for a common purpose that may relate to business, services, quality, environment, or safety.

![Business System Model](image)

Figure 1.6 Business systems model

The ISO 9001 standard is organized as a set of quality management system processes and it requires organizations to use a ‘process approach’ for managing and operating (see Figure 1.6 Business System Model) the QMS. The process approach is basically sequencing and controlling transformations to achieve common objectives. The ‘process approach’ is a more effective way of managing and hence organizations will benefit by using it.

**D. Advanced process and system modeling**

There are other palatable modeling techniques. The class has information about what is called the IDEF3 Process Flow and Objective State Description Capture Method Overview[^idef3]. IDEF stands for Integrated DEFinition. The IDEF methodology may be used to model a wide variety of automated and non-automated “systems” or subject areas, including any combination of hardware, software, machines, processes or people. The IDEF modeling techniques can be used to model very complex systems and processes. This model uses the term mechanisms to describe the people and machines that do the transformation work.

**E. Summary**

When using process techniques to audit processes and management systems, you need to remember process fundamentals. Processes are characterized by certain principles. Visual models (such as the ones used in this lesson) can describe

processes and their elements and control. The principles and models will help you analyze processes to determine their strengths and weaknesses.

Lesson 2: Organizing the Audit

In the next two lessons we will discuss the steps for preparing for a process audit. We assume you already know auditing basics; therefore we will not elaborate on the basics that are common to all types of audits. If you are not familiar with the auditing process, you should consider taking an Internal Auditing Basics class.

A. Process Auditing

By virtue of its name, a process audit is an audit of a process against agreed-upon requirements. A process audit is used to verify that processes are operating within specified limits and achieving specified targets (objectives). A process quality audit examines an activity to verify that inputs, actions, and outputs are in accordance with defined requirements. A process audit is an evaluation of the sequential steps and interactions of a process within a system. The process term is also used to describe techniques used when conducting an audit. For example, an auditor may use process audit techniques during a management system audit.

By its very nature, process auditing implies an action such as transforming inputs into outputs. Dennis Arter (author of Quality Audits for Improved Performance) has always linked process auditing to an action verb such as filling, stamping, purchasing, reacting, cutting, and so on. Process auditing is evaluating the steps and activities that create the action or transform the inputs, into outputs. This is a very useful approach because it focuses on the work cycle and deliverables instead of on isolated requirements.

Many standards are organized in a random series of elements or sections. This results in auditors auditing organizations element by element to verify conformance to requirements. This is sometimes called the ‘element method.’ Auditing by element is a very effective method for tracing requirements but does not consider the inputs, outputs, and interacting activities of other processes and therefore is less effective overall.

One example of a drawback of the element method is that an auditor may be assigned calibration control element (clause 7.6) to audit. It would be easy for the auditor to go to the Quality Assurance department without regard to the measuring equipment used in manufacturing or in engineering. Also, using the element method, manufacturing may not be audited for inputs of customer requirements or engineering changes. Another example of element method weakness is not linking the purchasing department’s responsibility to monitor supplier performance with QA’s incoming inspection results during the audit. It is common for one auditor to be assigned purchasing while another auditor is assigned receiving and inspection resulting in the linkages and common processes between the two areas going untested.

Process auditing provides value by evaluating processes, their controls, risks, and the achievement of objectives. Auditors and management can benefit by conducting...

---

process audits and using process techniques to better test and evaluate system controls.

B. Purpose and Scope

One of the main differences between a process and system audit is scope definition and expansion. A process audit could be a singular process or part of a process such as filling, washing, reacting, drilling, cutting, treating, transporting, informing, ordering and so on. Process audits can start at any level that work takes place. If we refer to the Control Levels Triangle (Figure 2.3), we can see that process audits can start from level 4 and go up to the top, while system audits start from the top (level 1) and go down. A system audit is an audit of a system (or subsystem) against agreed-upon requirements. Top level requirements drive the formation of subsystems and processes to meet requirements.

![Control Levels Triangle](image)

Figure 2.3: Control Levels Triangle

At the bottom (simplest) level, the scope of a process audit can be a single activity (transformation) described by a work instruction, procedure or other means to predetermine the process steps. The process audit may be conducted to: 1) monitor the effectiveness and efficiency of the activity or 2) verify conformance to requirements. Process audits may also be used to troubleshoot problem processes. At level 4 (see Figure 2.3), it is very easy to follow and audit a given path or process steps. As you move up the triangle, it becomes more difficult to test the process flow because the interconnected processes may be run at different times, or locations, and process complexity increases. For example, the combined drilling, forming, stamping, finishing of a part may take place over a week’s time and in different buildings. Many process materials are done in batches or held in tanks waiting on the next treatment. Hospital services for admitting, informing, treating, medicating and discharging patients do not take place at the same time. At the management system level (quality, environment, safety, business) the idea of a process audit becomes obscure because of the multiple processes within processes with differing constraints and objectives. As we break down
a system into subsystems and functions, we begin to see distinct processes (purchasing, ordering, forming, recording, and filling) that transform inputs into outputs to meet specified goals.

Third, second, and first party auditors may conduct process audits. Third party auditors may verify that certain licensed or certified processes are in compliance with regulations and contracts such as welding, grading, incubating, pressure vessel testing or aircraft engine repair. For second party audits, auditors may conduct a process audit to verify a specified method, practice, or procedure as part of a contract or purchased service. For example, you may outsource or hire an organization to perform a specified task such as inspecting your fire extinguishers, building molds, storage of hazardous waste, or calibration of equipment. As a control, you could conduct a process audit of a service to verify that agreed-upon requirements are being met and the process is effective. Internal process audits can be very beneficial because they can be used to verify controls, identify weaknesses that can be eliminated, and identify causes of problems.

There may be many reasons for conducting a process audit or only one. The following are some reasons you may want conduct a process audit.

Example process audit purpose statements
- Determine if established practices (procedure, work instruction, policy) are being effectively implemented and maintained.
- Determine if the process conforms to international standards.
- Assess effectiveness and identify opportunities for improvement.
- Verify controls are adequate and identify organization risks.
- Identify potential root causes of a stated problem.
- Verify that contractual (certification, license) requirements are being maintained for a specific activity or process.
- Verify that corrective action plans were implemented and are meeting objectives.

The scope of a process audit can be very simple or very complex and technical. Any process can be audited, but normally processes are audited because of external requirements or level of risk or importance to the organization.

Example process audit scopes
- Operating (machines or equipment)
- Tracing the flow of information or paper trail
- Performing a repair or technique
- Flowcharting a method or procedure
- Transacting
- Grading, marking or inspecting
- Treating or performing
The audit client or audit sponsor determines the process audit purpose and scope.

C. Audit Team
Most audits are done by a single auditor auditing a single activity (level 4). That auditor should be knowledgeable in process auditing and the process being audited. Knowledge of the process may come from a combination of industry experience and first-hand knowledge of the process under review.

In some cases process audit teams are formed. If you needed to audit several discrete processes at the same time you would need several auditors with the appropriate experience to audit the processes. The following are examples of when several auditors would be needed:

- The second or third party audit organization may need to check x-ray, drug testing, die check, and stress testing during one visit.
- There is a need to form a team so that sampling (interviewing) could take place at the same time because it is the only way to collect accurate data.
- There may be special circumstances (such as suspected wrong doing).
- There will be more than one auditor to save on on-site audit time (minimize disruptions).

An example of the latter is that a team of auditors could conduct a packing area process audit. One team member could monitor the action steps, another could monitor the instrument use and its maintenance, and a third may check administrative records such as determination of competency and completion of training.

As we move up (level 3 and 2) to auditing groups of connected processes or an entire function, it may be necessary to increase the audit time or size of the audit team. For example, a process audit of the operations group may require several auditors to cover all the activities (order, scheduling, routing, reacting, finishing, packing and storing). In the airline industry process audits are used to verify controls for aircraft engine repair, in-flight operations, compliance with safety requirements, and so on.

The number of people on the team is proportional to the scope, purpose, and time allocated to the audit. Every process audit should have a lead auditor. This person is responsible for coordinating the audit with the auditee, ensuring the audit team is prepared, and managing the performance of the audit (service).
D. Contacting the Auditee

The protocol for contacting the auditee for a process audit is no different from any other audit. However, the information you want is different.

For a process audit of a baseline process (level 4), you may want the following information:

- Work instructions or procedures
- Plans, control plans
- Process description by flowchart or other means
- Key characteristics and check points in the process
- Acceptance criteria and/or objectives
- Identified bottlenecks (the capacity or output limiting step)
- Constraints (market demand, storage space, labor)
- Process control charts or other statistical analysis
- Product and service inputs
- Product and service outputs

Not all the information you want may be available, but that in itself will be valuable information. For example, if the process bottleneck is not known, it probably means the process is operating sub optimally. If a process is operating at capacity, the bottleneck is probably known. If the process is at or near capacity and the bottleneck is not known, then you have already identified an area for improvement.

If our process audit scope is the operations function, you need the same process information, only it should be at the corresponding level. Instead of detailed work instructions you will want the area procedures or policies. Instead of a packing area flow chart, you will want to see the operations area process steps from open order to filled order. In your mind draw a circle around the area to be audited and seek information relative to your scope.
Auditing Strategies

In our example, you may be doing a detailed process audit of the packing area or a process audit of operations.

Before ending this phase of the audit, be sure to confirm all the audit information, so everyone is in agreement with the purpose, scope, time, and so on.

Lesson 3: Process Audit Preparation Activities

The preparation activities for a process audit are the same as for any audit except it is geared to collecting information about the process inputs, transformations, interactions, and outputs.

A. Audit Plan

Audit plans will vary depending on the audit purpose, scope, and whether it is an internal or external audit. The lead auditor normally prepares the audit plan. For a process audit of an activity or area, you should consider the following as part of the audit plan:

<table>
<thead>
<tr>
<th>Audit purpose/ objective:</th>
</tr>
</thead>
<tbody>
<tr>
<td>Determine if the process has been effectively implemented and maintained.</td>
</tr>
<tr>
<td>Recall the audit purposes discussed in lesson 2.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Audit scope:</th>
</tr>
</thead>
<tbody>
<tr>
<td>The area or activity should be clearly identified. It should be clear that any input or output of the process under examination is considered to be part of the scope. There are no firewalls when it comes to process auditing. In fact, testing the connectivity and process flow is a requirement.</td>
</tr>
</tbody>
</table>
**Audit criteria:**

| Auditors always audit against an agreed-upon criteria. The criteria must be documented in some manner such as in work instructions or objectives. For a process audit it will be the process procedures, methods, plans, and work instructions. A process could also be audited for adherence to organization policy or documented goals such as quality objectives. For an audit of a single process activity (level 4), the audit criteria may be a work instruction (such as packing instructions). For an audit of a surgical procedure, the audit criteria may be administrative procedures, standard practices and training materials. For a process audit of an area (with many processes), we need to step back and look at all processes within that area or function. For example in purchasing we may look at the process of selecting, approving, purchasing, monitoring and retaining suppliers.

The audit criteria will also include any applicable laws, regulations, external standards (ISO 9001, ISO 14000), industry standards, organization policy and internal standards such as procedures or work instructions. |

---

**Logistics (date, time, duration, resources):**

| For external audits, several process audits may be scheduled at one time period (1 to 3 days) to conserve expenses. For internal audits, process audits can be one hour to one day. If an organization conducted a particular process audit over several shifts, it may be important to schedule an audit for every shift to identify any differences (weaknesses and strengths of each). If process audits are being used to follow up a corrective action, it may be necessary to schedule several audits over time to ensure the corrective action is sustained.

If the audit team has any special resource needs such as office space or equipment. Such needs should be handled as they would in any audit. |

---

**Audit Team members:**

| The lead auditor assigns an area of responsibility for each team member and identifies any specialists that have been asked to accompany the team. If there are several members on the audit team, it is helpful to list their expertise area such as: calibration, engines, tooling, medical, dies, control, repair, training, and so on. |

---

Be sure to get the plan approved by the client or representative of the area to be audited. There should also be agreement on what type of information will be included in the audit report. For process audits, keep reporting as simple as possible.
B. Process Flow Diagramming for the Audit

The primary tool of process auditing is creating a process flow diagram (PFD) or flowchart. Charting the process steps (sequential activities) is an effective method for describing the process. For auditing purposes, process flow diagrams should be used to identify sequential process steps (activities) and kept as simple or as reasonable as possible.

Follow along the method (see student locker) for creating a process flow diagram. The PFD work instruction is organized by key word, step description, inputs, who is responsible and a visual reference.

Using Software?

Software can make flowcharting easier. By using software it is possible to flowchart a procedure or work instruction as you are reading it. Some software programs allow you to enter text and code it (as a statement or decision or multiple choices) as you are typing. When you are finished reading the document and entering your key words, the software will automatically flowchart it for you. However, unless you are proficient in the use of the flowchart software, it is best to keep things simple. It is too easy to be pulled into figuring out how to use all the software features and lose sight of the job (preparing for the audit).

In our Parts PFD example (see Figure 3.2), each step shows who performs the work and the procedure number. You can also color-code the actions or the different departments that are involved in the process to ensure it meets parts fabrication objectives. If you count maintenance, four department activities must be coordinated for the process to operate at optimal conditions. For brevity sake, we have marked flows as accept-reject or approved-not approved, instead of a separate decision step using the diamond decision symbol convention.
Figure 3.2: PFD for MFG Parts
The PFD provides a clear audit trail from the beginning of the run to the end. It also shows the interaction of other processes. Flowcharting is a very effective method for evaluating processes and providing fact-based (ISO 9001 Quality Management Principle #7) information for management decisions.

In general, the PFD should be at the same level as the scope of the process audit. The Parts Flowchart could be used to conduct a process audit of the manufacturing line. If the scope were to evaluate the reclaim operation, there would be a flowchart of just the reclaim steps.

It is okay to share your PFD with the auditee. If there is no existing PFD the auditee may use your diagram for training or FMEA (Failure Mode and Effects Analysis) evaluations.

In addition to creating a PFD, you should tour the area before you start interviewing. You will learn the common names of things and activities. You will also be able to write down the lot, project, part, and batch number of products or services being processed at the time.

Another diagramming or charting technique is process mapping. The complexity of process maps can vary but for auditing, simplicity is the key. In student locker you can view an example process map of a packing operation. The process flow may not be as straightforward using a process map compared to a PFD, but area responsibilities are much easier to see and understand.

Now that you know the process, you will need to check actual performance to the agreed-upon criteria. Normally requirements are listed on a checklist and they are checked off as each requirement is verified. Although checklists are very good tools, for a process audit, a tree diagram may be more useful.

C. Tree Diagrams

For process audits, a tree diagram showing process elements and controls are more useful than the standard checklist. Typically we divide the process elements into the same groupings we discussed earlier (PEEMMM). The six groups represent the inputs to a process for controlling and transforming. A tree diagram will help guide you during the interviewing of the people operating the process. A generic version may look like the Tree Diagram for a Process (See Process Tree Diagram in the student locker).

While auditing, we may ask questions from the process tree diagram like the following:

- People:
  1. Were you trained to do this job?
  2. How were you qualified or certified?
  3. What do you do to stay qualified?

- Equipment:
1. What equipment do you need?
2. How is it maintained?
3. How do you know it is okay to use?

- Environment:
  1. Are there any special environmental conditions (temperature, lighting, or housekeeping) for operating the process?
  2. Are there any workstation requirements (safety, ergonomics) for performing the job?

- Materials:
  1. What materials do you use?
  2. How do you know they are okay to use?
  3. What do you do with bad materials?

- Measures:
  1. How do you know the process is operating as needed?
  2. Do you check the output?
  3. What do you check it against?

- Methods:
  1. How do you know what to do?
  2. Do you have access to either (procedure, flowchart, work instruction, etc.)? Show me.
  3. How do you know it is kept up-to-date?

Continuing on with the tree diagram, we can add references to specified controls in a standard. ISO 9001 is referenced in the Tree Diagram for Mfg. Run (see student locker), but you can reference any appropriate standard such as ISO 14001 or TS 16949. You can use the Tree Diagram for Mfg. Run as an example for developing your own, using appropriate standards depending on your type of organization.

Figure 3:4: Tree Diagram for MFG Run

We can easily refer to our tree diagram during the audit to ask questions and test the controls of the process. We can also see the overlap between functions and performance standard requirements.
Another use of the tree diagram is to summarize the controls to be tested by clause. It is like a quick view of a checklist that has all the required controls listed by key word. For example, if we were going to conduct an audit of the purchasing area we could organize the clause requirements in a tree diagram. The Tree Diagram by Clause (see Figure 3.5 below) could be used with a checklist during a system audit.

**Tree Diagram by Clause**

ISO 9001 Quality System Standard

---

**Figure 3:5: Tree Diagram by Clause**

Tree diagrams can be applied to a wide range of different activities and facilities (construction, maintenance, healthcare, airline, operations). You will spend less time developing questions and more time understanding the process. The tree diagrams are also excellent communication tools when interfacing with the auditee. You can show the auditee the areas you are interested in.

**D. Checklist**

You should already know how to construct a good checklist and we will not take the time to review it here. However, the role of the checklist in a process audit is different from that in a system audit.
For an internal audit, a checklist may be something you reference after observing and interviewing. You may want to reference the checklist periodically to ensure all requirements were examined. If you are auditing a machine setup process or reclaim process, you may not have any external standard (such as ISO 9001) checklist questions. You may only be questions taken from the setup or reclaim procedure (if one exists). Remember, for a process audit, the objective is to test the controls of the process.

For a second party audit, a checklist will be a handy reference against either contract or national or international standard requirements. But even so, you should be evaluating the process inputs and outputs during the process audit to verify they meet objectives. Following a checklist will actually slow you down; unless you reorganize (reorder) the checklist as the process is organized or sequenced.

Third party auditors normally use a checklist referencing the requirement for product, process and system audits. Third party management system auditors don’t normally have time to do process audits, but they can use process auditing techniques to support the process approach. Later in lessons 5-7 we will talk about how to use process techniques to audit functions and departments within a management system.

In the next lesson we will take our tools and use them to perform a process audit. Process audits are powerful because they are an independent means to verify that the process is working as intended.

Lesson 4: Starting the Audit

The same basic audit performance conventions are followed for a process audit as for a system audit. We will briefly review those steps here and note any differences or change in emphasis between the two types of audits. The opening meeting is the start of the performance phase of the audit.

A. Opening Meeting

Most process audits are done by one auditor, that auditor is also the lead auditor. If there is more than one auditor, all the auditors should attend the opening meeting. For a simple internal process audit, the opening meeting may be in the supervisor’s office and the auditee may be represented by a senior technician or first-line supervisor. For a more complex process audit (a team of auditors examining different processes) or external process audits, the opening meeting will be more formal and there may be several auditee representatives from the different processes to be audited. The lead auditor is responsible for arranging and organizing the opening meeting.

Even if you have done this same audit several times before and everyone knows you’re the internal process auditor, there should still be an opening meeting. If the internal audit plan calls for multiple audits of the same process, one opening meeting may be sufficient to cover multiple audits in the plan. Multiple audits of the same process may be scheduled to check different shifts, different operators, or the same operator.
performing the same process at different times. However, even if it is a routine audit, you must always let management acknowledge you are in the area.

The standard opening meeting conventions should be followed. Normally, simple internal process audit opening meetings are very short unless it is the first time. The agenda for a simple routine internal process audit opening meeting may be:

- Greetings
- Are there any changes or concerns about the audit plan?
- Are there any safety or other restrictions?
- Is there anything we should know about such as a test, trial run or customer visit?
- Is everyone available to be interviewed?
- Thanks, let's get started

For a first time internal process audit or an external process audit, consider the following agenda items for the opening meeting.

- Complete Introductions: Make sure everyone knows each other. This is an ideal time to take attendance (check off a list or pass around a sign-in sheet).
- Thank your host: Thank the person (or acknowledge him or her) who made the arrangements for the audit. This can be anyone who coordinated the audit.
- Review the audit plan: Reaffirm the purpose, scope, and performance standards to be audited against (Lesson 3). If corrective actions from prior audits are to be verified as part of the audit, this should be in the purpose too. You should clarify any unclear details of the audit plan.
- Limited Access: Any accessibility limitations placed on the auditors should have been identified prior to the opening meeting, but be prepared to address any last minute issues. The auditor’s access to certain areas may be limited for several reasons. Follow standard practices for addressing confidentiality issues.
- Explain Your Methods and Techniques: Explain how data will be collected such as observing activities, interviewing operators, checking records and instructions. Since process audits are very closely aligned with individual performance, it is important to emphasize the process focus of checking the inputs and outputs against objectives of the process. At times, process audits can appear to be auditing individual performance and make interviewees nervous.
- Explain the reporting process: Explain how the data collected during the investigation will be reported and followed-up. The results of an audit may be reported as finding statements, nonconformities, and improvement points. Explain how the relative importance of results is categorized such as major and minor findings or rated as high, medium or low risk.
- Pass out the interview schedule (for complex process and external audits): Most process audits don’t need an interview schedule because auditors go to the process area and start interviewing the people responsible for the process. If it is a complex process that has several steps, it may be necessary to issue a
schedule of where the auditor(s) will be each hour of the audit. Confirm the availability of personnel (interviewees and escorts) and resolve interview schedule conflicts.

- **Review logistics** (for complex process and external audits): Review working hours, arrangements for escorts, and means and time to travel to and from the process area. For external audits, you should verify meeting room locations, home base for the auditors, and necessary equipment and services (electrical power outlets, restrooms, telephones). *Verify arrangements* for lunch and break times.

- **Confirm exit meeting**: For internal process audits you can either schedule the exit meeting immediately after the audit or the next day or two. However, if the time between the performance of the audit and exit meeting is excessive, it can reduce the effectiveness of the audit.

As with all audits, keep a record of attendance and a record of any changes to the audit plan, schedule and actions items requiring following-up.

You may share your tree diagram and PFD with the auditee. Do not be surprised if after reviewing your PFD, the auditee points to a process step and says “We don’t do that anymore.” Then you need to find out how it works now and why it is different from what you expected.

**B. Tour**

For complex or external process audits, a post opening meeting tour is a good technique to become familiar with the layout, identify changes since the last audit, and align what you see with your expectations (the PFD). Tours should be brief. During the tour you should start recording numbers and observations. You should record batch, lot, part, traveler, customer identification number, routing card, form, transaction, room number, and order numbers. When doing a system audit or complex process audit, the auditor must have a means to connect the different processes. Knowing what is being processed, readied to ship, or what the new inputs are will be very useful.

**Tip:** Before recording the numbers, verify that they are traceable for your purposes. For example, you may have recorded several part numbers only to find out later that orders can only be traced by work order number.

**Tip:** Take time to ensure the accuracy of the numbers. Missing numbers, transpositions, and illegible numbers will cause you problems later on.

You can also get your numbers from daily shipping reports, customer order sheets, service and manufacturing schedules, current or closed project lists, and so on. Whether you are conducting a process or system audit you should find a method to acquire the data you need to trace the product or service.
C. Other meetings during the audit

For simple internal process audits, the only meetings are the opening and closing meeting. For complex or external process audits, it may be necessary to hold audit team meetings and auditee daily briefings. Meetings should be as brief as possible in that meeting time is not audit time. Typical meeting agendas are:

<table>
<thead>
<tr>
<th>Audit team meeting agenda</th>
<th>Auditee daily briefing agenda</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Share data\ evidence\ information</td>
<td>• Verify processes completed</td>
</tr>
<tr>
<td>• Re-plan assignments</td>
<td>• Confirm processes to be completed tomorrow</td>
</tr>
<tr>
<td>• Review and record observations</td>
<td>• Identify problems uncovered</td>
</tr>
<tr>
<td>• Determine conformance</td>
<td></td>
</tr>
<tr>
<td>• Start the reporting process</td>
<td></td>
</tr>
</tbody>
</table>

D. Data Collection Plans

The sources of data in a process audit are no different from a system audit. Sources of data include: records, documents, interviews, analysis, observations, and physical data.

The PFD is the key to your data collection plan. It will show the documents and records you want to see. The PFD also shows the tangible inputs and outputs that you can verify during interviews and observations.

Lesson 5: Investigating (Collecting Evidence)

Armed with your knowledge of the process (based on your preparation), you are ready to evaluate the process. Depending on the audit purpose, you will need to collect evidence to:

• Verify the process conforms to standards and internal methods
• Ensure objectives are being achieved
• Ensure controls are adequate and risks are acceptable
• Identify areas for improvement

A. Tracing

The primary strategy for conducting a process audit is to trace the process steps from activity to activity (sequence and interaction). Tracing is used to follow the path of a process to test out controls. You can trace forward or backward. As you trace you should ask questions about People, Equipment, Environment, Materials, Measures, and Methods.

The PFD helps you follow along the path and identifies process owners that need to be interviewed and check points that need to be explored. The Tree Diagram helps auditors ask the right questions for identification of weaknesses.
The *Tracing Sample Taking and Testing* (see Figure 5.1 below) may help you formulate interview questions as you trace through the process. You should also refer to your process tree diagram to help you formulate questions such as:

- What kind of training did you receive?
- Is there a procedure for taking samples? Where is it?
- What containers do you use for the sample? Who approves them?
- How do you know when to take a sample? Do you keep a record?
- How do you know how much of a sample to take?
- Is the sampling device approved?

![Figure 5.1: Tracing Sample Taking and Testing](image)

The following are some example interview questions you may ask the operator about step 2. You should be able to formulate your own PEEMMM questions.

<table>
<thead>
<tr>
<th>Question</th>
<th>What process element is being tested?</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. What kind of training did you receive?</td>
<td>People</td>
</tr>
<tr>
<td>2. Is there a procedure for taking samples? Where is it?</td>
<td>Methods</td>
</tr>
<tr>
<td>3. Do you identify the sample in any way? Do you have MFG-SP05 handy?</td>
<td>Methods</td>
</tr>
<tr>
<td>4. What containers do you use for the sample? Who approves them?</td>
<td>Materials</td>
</tr>
<tr>
<td>5. How do you know how much of a sample to take?</td>
<td>Measures</td>
</tr>
<tr>
<td>6. How do you know when to take a sample? Do you keep a record?</td>
<td>Measures</td>
</tr>
<tr>
<td>7. Is the sampling device approved? Calibrated?</td>
<td>Equipment</td>
</tr>
<tr>
<td>8. How is the sampling device maintained? Does it ever break, what do you do then?</td>
<td>Equipment</td>
</tr>
<tr>
<td>9. Does the area need to be clean when you take the sample? What about direct sun light, how do you prevent it?</td>
<td>Environment</td>
</tr>
</tbody>
</table>
10. Are there any safety issues when handling the molten sample? Environment
Have people been injured, what did they do?

In process auditing, you can follow the process flow and check interactions. The audit is now aligned with what the organization does to create value. Auditors can go from step to step as in this sampling process example and don’t need to worry about stopping in manufacturing or limiting their questions to the lab. For internal audits, your only limit is not auditing your own area. You can conduct process audits of simple processes or more complex processes such as design processes, management scheduling, projects, new ventures, management review, production, human resource benefit distribution program, and so on. Process audits are a very important verification tool for high risk processes such as aircraft engine repair techniques, healthcare treatments, medical services or nuclear device construction.

The PFD and Process Tree Diagram are wonderful tools to aid the auditor but there are other tools that can accomplish the same thing. In a pinch, an auditor can mark up a procedure to show process owners and check decision points. But PFDs are easier to follow and you won’t find yourself wondering, “What did I mean by that note?” or “What is the scribbled name in the corner?”

Example Conclusions:
- The process has (not) been effectively implemented.
- The process is (not) being maintained.
- Process owners are (not) familiar with the process steps and are (not) able to conduct the transaction with ease.
- The sequence of the process is (not) being followed.

B. Compare Performance to Objectives

Process inputs are converted to outputs to meet objectives. Every process has an objective or reason. Compare actual performance to the stated objective for the process. Objectives and goals are established to meet requirements such as customer, business, environmental, and safety requirements. Objectives can come in many forms such as: output, variation, integrity, lack of contamination, size and so on. The process could be falling short of some objectives and out performing on others. If the process is falling short, ask what is being done to correct it. If they are exceeding objectives, should management “raise the bar” to improve competitiveness?

Auditors should test for the existence of objectives (goals) and the capability of the process to attain them. The effectiveness of a process is based on the extent to which plans are followed and plan results (objectives, goals) are achieved. Tracing tells us if plans are being followed and comparison of outputs against objectives tells us if results are achieved.

Example Conclusions:
- The process is (not) achieving its objectives and is (not) effective.
• The process objectives are too broad and not contributing to the system.
• The process objectives are too narrow resulting in extra cost and rework.
• No particular objectives have been set for this process resulting in trial and error outputs.

This is valuable input to management for proper allocation of resources and determination of the effectiveness of the management/business system.

C. Risks
During process audits, auditors should continuously test the ‘what if’ scenarios in their mind to identify probable failures. Every decision point in a process is an opportunity to apply error-proofing techniques. During a process audit new sources of risk may be identified. Questions like the following may be lead to the identification of new risks.

- What if they don’t see the red switch?
- If this option is selected, could the product be misplaced?
- If delayed too long, could the material be a safety risk?
- If tarnished items are not failed, could they result in customer returns?
- Could the wrong instrument be used?
- Could patient IDs get transposed?

During process audits, auditors should be conducting continuous mistake proofing. Mistake proofing is about expecting the unexpected. Test scenarios in your mind and poke around to find weaknesses. If you think you found a weakness, test it on the process owner. If your finding is valid, what could be the negative consequences to the organization? A good auditor always has a mind-set to identify things that could go wrong (expecting the unexpected). However, auditors should remember that ‘what if’ scenarios should be confined to sensible and relevant situations.

Example Conclusions
• There are unacceptable risks and work should work be stopped.
• There are unavoidable risks but there should be a contingency plan to minimize consequences.
• There are risks that can be avoided.
• Risks appear to be acceptable.

Neither people nor organizations can exist without risk. The kind and degree of risk must be managed. There may be safety (worker or customer injury), environmental (pollution, fines), financial (loss of revenue, excessive cost) and customer goodwill (loss of future sales) risks. Management needs to be informed of risks to the organization as input to the decision making process. In some cases, management is indifferent and in other cases the potential consequences are unacceptable.

D. Optimization
Lesson 1 mentioned that all processes can be optimized to achieve their objectives. Every process has variables (speed, pressure, temperature, position, schedule,
availability, skills, backups, space) that can be manipulated to optimize the process. Optimization is the most efficient use of resources to achieve objectives. You may be familiar with the optimization of manufacturing processes or techniques such as time studies. Optimization theory is a science within itself.

Optimization of processes may not be important in a compliance audit. The audit objectives for a compliance audit may be limited to ensuring that the documented process (procedure, work instruction, or other means) meets the audit criteria and that the documented process has been effectively implemented (people are following the rules). Compliance auditors could also be interested in objectives such as 'no unsafe products will be shipped,' 'no recordables,' '100% compliance.' In other situations, optimization may not be important because the process is operating sub optimally by choice. Perhaps management is not concerned about optimization due to market conditions or the ROI. To optimize the process may be a low priority compared to other projects. However, optimization and bottleneck information may be important to management if you hear the auditee make statements similar to:

- We can’t make them fast enough.
- We may need to go to a second shift or subcontract some work.
- Scheduling is very tight.
- There is a big backlog.
- Our working capital costs are through the roof
- We are backed up, but there is nothing we can do.

Perhaps you are most familiar with optimizing manufacturing processes, but the same is true for service processes such as taking orders, entering transactions, issuing policies, conducting treatments. Scenarios such as the retail store clerk example below are being addressed by service organizations.

Example: Retail store clerks

The number one job of retail clerk is to wait on the customer. If there are no customers to wait on, the clerk waits. Sometimes the clerk gets tired of waiting for the next customer and decides to talk to a fellow worker. When a customer does show up, the clerk may continue talking to the fellow employee until he/she gets to a good stopping point while the customer waits. In other cases, management notes the idle time, and assigns stocking, pricing or other duties to the clerk. When a customer shows up, the clerk may be preoccupied with his/her assignment and the customer waits for his/her needs to be addressed. Now, the customer service objectives were not being achieved.

At one store, clerks were given assignments to fill in the idle time, but they were trained to stop work instantly to accommodate customer needs. Completing the assignment process was designed to be sub optimal (constant interruptions) but the objective to provide outstanding customer service process had a higher priority and added value. This is a win-win because the business if gaining productivity and the customer is being delighted (normally the customer expects to wait).
Processes can be optimized for specified output, safety, quality and environmental constraints.

A process has a sequence of steps. When one step or activity is constraining or limiting the others, it is called a bottleneck. If you need more of something, eliminate the bottleneck. Bottlenecks can be the size of the container, speed of a machine, waiting for approval, cure time, and so on.

E. Conclusion
Process auditing techniques are very powerful. Process techniques can be used during system audits (such as ISO 9001) to make them more effective. In a system audit you may not be able to trace from one end of the process to another, but you can trace selected orders, parts or services throughout the various functions. That was the reason for getting the numbers during the tour (Lesson 4). With your list of numbers (order, project, part, lot, customer, treatment) you can trace back and link processes.

Lesson 6: Using PDCA for Control and ACDP for improvement

When auditing processes, auditors should always test for control. The PDCA technique can be used to test for the existence of control regardless of the documentation. Some performance standards require an organization to manage things or to ensure certain outcomes but there are no specific requirements. Other performance standards contain a prescriptive list of requirements that the process controls must match or achieve. The PDCA technique can be used during process and system audits.

A. Control Risk
Standards, contracts, procedures and documents frequently use the word control. It is one of those familiar terms that everyone seems to understand except that each person’s understanding may be a little different. Yet, understanding control is central to the successful management of organizational risk. Standards help reduce risk if they are properly implemented and maintained. In fact, a standard may be thought of as a collection of controls that management implements for systems such as safety, quality, environment and accounting to reduce risk.

Managers want to know that there is control over the important systems and processes of their organization. Auditors want to be able to verify sufficient controls exist and report any shortcomings.

B. Control Criteria
Some have equated having a procedure with control: no procedure = no control. However, it is not that simple. Having a procedure does not mean there is control over a process.

In one audit, a truck driver for a transportation company was asked about the inspection process for his very expensive cargo. He responded, “Do you want to know what is in
the procedure or what we actually do?” So establishing a method is certainly an important process control tool, but does not guarantee there is control of the process. Management may use many different tools to ensure process objectives are realized.

Example: Management tools to enhance control of a process

Control tools can include: procedures, checklists, PFDs, schedules, reviews, policies, budgets, instructions, forecasts, proforma statements, reports, flowcharts, statistical techniques, records, software, measuring equipment, internal auditing, training and so on.

A simple, yet powerful, method for testing the existence of controls regardless of the documentation is to use Walter Shewhart’s plan-do-check-act (PDCA) cycle. The PDCA cycle can be used as a process technique to test for control (see Table 1).

Table 1  The PDCA (Plan-Do-Check-Act) Process Technique

1. **Plan:** A plan, procedure or method is developed (establish what needs to be done).
2. **Do:** The plan, procedure or method is followed (do what was planned).
3. **Check:** The plan, procedure or method is monitored and measured against established criteria (know when it is done right).
4. **Act:** Action is taken to resolve the differences between expected and planned results (for example, analyze and adjust the process).

C. Test controls

For management to control a process or activity, it must establish a predetermined method for that process. Without it, there is no basis to adjust or improve the process.

The predetermined method can be in any form and should reflect the level of process risk. Ways that a predetermined method can manifest itself include procedures, flowcharts, outlines, series of pictures and training (consistent and verifiable). In most cases the predetermined method will be documented in some fashion (procedure, flowchart, etc.) but consistent verifiable practices provided through training may also be okay. Auditors can interview employees to check consistency and compare to training plans (lesson plans).

In one manufacturing situation, operators used their knowledge and skills to operate the process. When there were control problems, operators would judge the situation and make a number of changes to keep everything running smoothly. Every operator applied their years of experience to keep things on track. However, when it came time to improve the operation no one could agree on the solution. They realized that each operator’s skill and knowledge was different. They could not improve the operation because the operating method was a moving target (operators used different methods to address the same situation).
So the first thing that had to be done was to establish a consistent method for operating. This is the *plan* part of the PDCA cycle. The predetermined plan can manifest itself as a procedure, agreed practice learned in training, a sample or example, or verbal and written instructions.

Now, just having a plan does not mean people follow it. There must be some type of assurance (such as auditing, monitoring, retrievable records or other means) that people follow the plan. This is the *do* part of the test cycle. Audit evidence may be found in a record or in the results of an interview with the auditee.

![Plan-Do-Check-Act Evidence](image)

**Figure 6.1: Plan-Do-Check-Act Evidence**

Just following a plan is not enough to establish management control because every process that needs to be controlled has at least two outcomes (good and bad, acceptable and unacceptable). Therefore, management must next determine the criteria or objectives for success or acceptance. The process must be measured and monitored against these criteria. As long as the process outputs match the predetermined acceptance criteria, the process does not need adjustment. This is the *check* part of the test cycle. Audit evidence of predetermined criteria could be specifications, records or checks, standards or objectives.

When the results do not match the acceptance criteria (output targets, goals), action must be taken. This is the *act* part of the test cycle. The action may be sorting good and bad product or making adjustments to the process to bring it back in line. Audit evidence of action could be rework, process adjustments, sorting bad stuff, rejections and so on.

Testing for control of the process by using the PDCA technique can reveal fundamental flaws. The technique can be used to sort through complex situations to determine the existence and adequacy of the controls. *Process control* exists when the process or activity is planned, implemented, measured, and acted upon.
D. Interviewing for Control of the Process

You will not need a checklist to verify that a process is being controlled. A few simple interview questions will give you a wealth of information.

<table>
<thead>
<tr>
<th>Common process interview questions</th>
<th>Rationale</th>
</tr>
</thead>
<tbody>
<tr>
<td>How do you know what to do?</td>
<td>Verifies existence of a predetermined method/plan. <em>Note: This may be noted on your PFD and can be crosschecked.</em></td>
</tr>
<tr>
<td>How do you know the incoming stuff is okay to use?</td>
<td>Verifies how inputs are checked. <em>Note: This may be on your PFD or work instruction documents.</em></td>
</tr>
<tr>
<td>Tell/Show me how you do it.</td>
<td>Verifies training and competency/knowledge. <em>Note: Records are also a good source of audit evidence to confirm people are doing what they said.</em></td>
</tr>
<tr>
<td>How do you know that it is done right?</td>
<td>Verifies acceptance criteria have been established. <em>Note: This is vital for control and to ensure people take pride in their work.</em></td>
</tr>
<tr>
<td>When it is not right, what do you do?</td>
<td>Verifies action is taken on the results. <em>Note: This closes the loop to ensure that the process meets objectives.</em></td>
</tr>
</tbody>
</table>

Such questions will not only answer many of your checklist questions, they will verify that process controls exist and are being maintained. The PDCA process technique is a very powerful method to test all processes. You can use this technique in every interview (see Figure 6:2) where someone is assigned a job or task.
However, we cannot stop here. Many new standards are requiring more than effective control. An organization’s management or their customers are requiring improvement too. How can you test for improvement? If the organization’s defects or errors were down last month, is that the audit evidence needed to verify there was improvement?

**E. Test Improvement**

A system or process must be changed to improve it. Improvement is not a matter of working harder or being more careful. If there is no change in some aspect of a system or process, the outcomes will always be the same. Avoid the fancy trend charts that show increases and instead, look for change as the fundamental element that can verify improvement.

To test for improvement and preventive action, we can use PDCA again, only backwards, as the ACDP (analyze-change-do-prosper) improvement cycle (see Table 2).

**Table 2 The ACDP (Analyze-Change-Do-Prosper) Process Technique:**

1. **Analyze:** Analyze and evaluate data using chart techniques, comparisons, spreadsheets, tabulations, pictures, statistical techniques and so forth.
2. **Change:** Identify and justify changes to methods, application techniques, acceptance criteria, equipment, materials, technology and personnel.
3. **Do:** Implement change.
4. **Prosper:** Monitor improvement to show benefits in effectiveness (cost, opportunity and risk).

The purposes of a process audit and a system audit could be the same.

Many of us are familiar with what often happens to all the records and data collected—they are archived or put into storage never to see the light of day again. For improvement to take place, the data must be analyzed for trends and weaknesses identified. This is the analyze step of the ACDP improvement cycle. By comparing results to goals and objectives, we must analyze process data to identify risks, inefficiencies, opportunities for improvement and negative trends. For example, audit evidence may be Pareto charts, matrices showing comparisons, histograms, or a Failure Mode Effects Analysis (FMEA). FMEA is a technique to look for potential problems so that preventive action can take place. By using the FMEA technique, organizations stay vigilant.

Changes could be in procedures, or other elements of the process, such as the acceptance criteria or method of monitoring. Changes in equipment or technology may also be necessary for continual improvement. The merits of any change should be evaluated. This is the change part of the improvement test cycle. For example, evidence of a change of the system or process may be a capital request, project plan or changes proposed as part of the FMEA analysis (see Figure: 6:3).

![Figure 6:3: ACDP Evidence](image)

The do step of the cycle is the implementation of the change. Auditors can verify changes actually took place by reviewing documents and interviewing area personnel.
For example, evidence of implementation may be audit reports or other records as well as first hand observation.

On-going improvement should enable the organization to prosper in some manner. Improvement may be quantified as increased profitability, lower costs, lower exposure of the organization to risks, gain in market share or some other measure of improved effectiveness and efficiency. Sometimes organizations group changes and assess the effectiveness of several changes to the process. This assessment represents the prosper (or profit) step of the improvement test cycle. For example, evidence of improvement may be increased market share, new customer accounts, lower expenses and so on (see Figure 6.3 above).

F. Auditing for Control and Improvement

When standards require control and improvement, both management and auditors need to know the components that must exist. It is management’s job to establish and implement controls and ensure there is continual improvement. It is the auditor’s job to gather audit evidence to verify conformance to requirements. In the absence of specific guidance (such as prescriptive requirements) in performance standards (required procedures, records or schedules), it is essential that management be able to demonstrate conformance to requirements.

Thus, the PDCA and ACDP cycles are process tools that can be used as guides to test for control and corrective or preventive actions. The PDCA cycle establishes control of a process. Control is required by standards and is a good business practice. The ACDP part of the cycle should be used to test for improvement. Some standards such as ISO 9001 and TS 16949 require continual improvement. Improvement can only come from change.

Lesson 7: Auditing Open-ended Requirements

Auditors need to be able to recognize and deal with requirements that are vague and subject to wide interpretation (open-ended). For the auditor, it is important for all requirements to be verifiable and traceable regardless of their prescriptive nature. Open-ended requirements are found in standards such as ISO 9001, subsequent standards modeled after ISO 9001, procedures, and work instructions.

A. Types of Open-ended Requirements Encountered

The use of open-ended requirements in some standards, procedures, work instructions is needed to ensure the requirements are appropriate for different types of organizations. When requirements are too prescriptive, they can become too product or situation specific. For document users, the use of open-ended requirements provides more flexibility and can result in a more effective process. However, the more flexible requirements are subject to broader interpretation. There are 4 main types of open-ended requirements that auditors may encounter.
Table 7-1: Types of Open-ended Requirements

<table>
<thead>
<tr>
<th>Type I: Open-Ended Phrases/Words</th>
<th>Type II: Generalized Statements</th>
</tr>
</thead>
<tbody>
<tr>
<td>Use of open-ended words subject to wide interpretation. Words such as “periodic”, “timely”, “readily”, “promptly”, “without undue delay” and “based on importance” are not definitive.</td>
<td>Phrasing a requirement at a <strong>generalized or abstract level</strong> (e.g., to manage or control a function or process).</td>
</tr>
<tr>
<td>“Periodic” indicates repeatability but no frequency. “Timely” is relative to other undefined factors occurring concurrently or in the recent past or future. “Importance” is relative to the units being compared against.</td>
<td>For example: The organization shall ensure <strong>control</strong> over such processes. The organization shall carry out production under <strong>controlled</strong> conditions. The organization shall <strong>manage</strong> the work environment.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Type III: Unclear or Undefined Words</th>
<th>Type IV: No Tangibles Specified</th>
</tr>
</thead>
<tbody>
<tr>
<td>Use of words that are not defined or are subject to multiple definitions, which can leave the auditor with <strong>no basis for issuing a nonconformance</strong>.</td>
<td>A requirement lacking specified verifiable actions or outputs (i.e., there is no requirement to define, document, record, schedule, review, etc.). <strong>When there are no prescriptive requirements to audit against, audit findings could be perceived as subjective.</strong></td>
</tr>
<tr>
<td>For example: Top management must ensure the QMS is <strong>suitable</strong>. The organization shall make personnel aware of the <strong>relevance</strong> of their activities. <strong>Exercise care</strong> with customer property.</td>
<td>For example: The organization shall <strong>preserve conformity</strong> of the product. There is no requirement for a procedure or record or for management to control the process.</td>
</tr>
</tbody>
</table>

Requirements may be interpreted by the organization implementing the requirement, the audit organization, the auditor conducting the audit, or an independent board or committee convening for the purpose of making interpretations.

**B. Type I: Open-ended phrases/words**

Many Type I requirements are clarified by 3rd Party audit organizations such as registrars or government agencies that have oversight responsibility. For example periodic management reviews may be annually or timely corrective action may be within 30 days. The planning of audits based on the importance of the process may be taken to mean auditing all elements annually. When interpretations are agreed upon (contract between audit organization and auditee organization), auditors are bound to audit against the interpretations. Official interpretations by auditing organizations or independent groups of specified requirements must also be adhered to.

It is not unusual to come across ‘as appropriate’ or ‘as needed’ during process audits. In the absence of other guidance an auditor can ask the auditee for their interpretation and audit the organization against it. For example: What is timely? What is without undue delay? What is an acceptable planned interval? As long as you believe the organization is meeting the **intent** of the requirement and you corroborate it, it is okay (for example, as long as ‘as appropriate’ means the same thing to everyone making those decisions).
Interpretations can also vary from industry to industry. A requirement to be prompt in the medical device or nuclear industry may be applied differently for a soap manufacturer or boat company.

<table>
<thead>
<tr>
<th>Type II: Generalized Statements</th>
</tr>
</thead>
<tbody>
<tr>
<td>Phrasing a requirement at a <strong>generalized or abstract level</strong> (e.g., to manage or control a function or process).</td>
</tr>
</tbody>
</table>

For example: The organization shall ensure control over such processes. The organization shall carry out production under controlled conditions. The organization shall manage the work environment.

C. Type II: Generalized Statements to Control or Manage

There are overall general requirements to manage or control processes. These function level requirements can be very powerful. However, if organizations don’t know how to implement the requirement and auditors don’t know how to audit against it, the requirement may be ignored as fluff or un-auditable.

Normally, it is only when an auditor must prove the negative (issue a nonconformity) that guidance issues surface. When is there lack of control? When is a process not being adequately managed? What evidence will withstand the scrutiny of the exit meeting and a subsequent review, if a nonconformity is appealed or questioned? Auditors want to be right the first time and not withdraw a nonconformity or noncompliance once they have determined one is justified. It is in everyone’s best interest that the basis for a nonconformity be clear and not appear to be a subjective opinion.

Auditors have at least two approaches that they can use to audit generalized requirements to control a process or activity. They can use: 1) PDCA process techniques (discussed in Lesson 6), or 2) requirement techniques referencing a standard such as ISO 9001, ISO 14001 or TS 16949. Clause 7.5.1 of ISO 9001 has a handy list of specific things to consider for controlling an operation/process. Auditors can make up a checklist of the specific requirements from clause 7.5.1 and determine which control conditions exist and do not exist.

<table>
<thead>
<tr>
<th>Type III: Unclear or Undefined Words</th>
</tr>
</thead>
<tbody>
<tr>
<td>Use of words that are not defined or are subject to multiple definitions, which can leave the auditor with <strong>no basis for issuing a nonconformance</strong>.</td>
</tr>
</tbody>
</table>

For example: Top management must ensure the QMS is suitable. The organization shall make personnel aware of the relevance of their activities. Exercise care with customer property.

D. Type III: Unclear or undefined

Use of unclear or undefined terms is becoming less and less of an issue. Many standard users are more familiar with terminology and standard writers are publishing
definitions to make the standards more user friendly. However, if word definitions are a problem, auditors can seek guidance from audit organization management.

Auditors can also help themselves by researching other standards (such as ISO 9000 or ISO 14050 vocabulary standards) and guidelines or from studying audit organization documents. Also the application of some words may be defined by industry specific documents. And then, don’t forget the dictionary. A good up-to-date dictionary can be very helpful.

<table>
<thead>
<tr>
<th>Type IV: No Tangibles Specified</th>
</tr>
</thead>
<tbody>
<tr>
<td>A requirement lacking specified verifiable actions or outputs (i.e., there is no requirement to define, document, record, schedule, review, etc.). <strong>When there are no prescriptive requirements to audit against, audit findings could be perceived as subjective.</strong></td>
</tr>
<tr>
<td>For example: The organization <strong>shall preserve conformity</strong> of the product.</td>
</tr>
<tr>
<td>There is no requirement for a procedure or record or for management to control the process.</td>
</tr>
</tbody>
</table>

E. Type IV: No Tangibles Specified

Type IV open-ended requirements do not require the organization to manage or control and have no specific auditable requirements. Verification of conformance to type IV requirements is challenging for auditors and audit organizations. This is particularly true for traditional compliance assessments where supplemental guidance may be appropriate. When Type IV requirements appear, auditors must challenge the auditee to explain how they comply.

For example, clause 7.5.5 of ISO 9001 states the organization shall preserve the conformity of the product to requirements. There is no requirement to plan, establish, determine, specify, document, maintain, manage, schedule, control, review, assess or record. The requirement is more like a goal and the organization has to come up with an approach to achieve the goal (requirement).

To audit the type IV open-ended clauses, the auditor can verify that the organization conforms to the intent of the requirements of the standard by using PDCA process techniques. The auditor must seek to determine the existence of a process, how it was planned and implemented, and its outcomes (Remember the PDCA approach discussed in Lesson 6).

F. Too Many Open-ended Requirements

If during your audit preparation and completing the PFD you observe significant issues regarding open-ended requirements, you can request that the auditee provide their interpretations before you start the audit. For example, you may have come across a perfectly written procedure or work instruction that says nothing and makes no commitments to anything. Perfect in that it may meet a requirement for a procedure but requires nothing of the auditee or process owner. Such situations do not add value or meet the intent of a requirement to control a process (see Lessons 5 and 6 on techniques to evaluate controls).
Conclusion
To audit open-ended requirements, auditors will need to be ready to use a diverse set of audit techniques to verify conformance and to provide traceability. This lesson provides auditors with additional strategies and techniques for addressing open-ended type requirements found in conformity standards and organization documents. *If a standard does not prescribe an approach, the organization must establish an approach and be audited against it.*

Lesson 8: ISO 9001 Auditing
The style and approach of the ISO 9001 necessitates the need for auditors to use process auditing methods. The use of tracing, flow charting, and PDCA evaluation techniques align with management systems which have been deployed using the process approach. The use of process auditing techniques in both system and process audits is needed to support the process approach design (sequencing, linking and measuring) and to collect audit evidence to verify conformity to requirements.

**Important Note for All Students**
Many of you may not have an ISO 9001 QMS, but you may encounter similar strategies in derivative or future standards. Knowing the strategies and how to deal with them will make you a more skillful auditor. This lesson has been included because auditors need to be aware of standard style changes.

A. Need for New Auditing Techniques
The most significant things about ISO 9001 compared to prior versions are the strategic and tactical changes. The ISO 9001 version has very few new requirements compared to the prior version, but the remodeling of the standard has organizations revisiting their deployment strategy and assessing the need for QMS culture change.

The strategic changes include: 1) the process approach in the design of the standard, 2) customization of the QMS based on user application, 3) reduction of required documentation and 4) use of open-ended requirements.

The tactical changes include: 1) continual improvement as an auditable requirement, 2) an aim to achieve customer satisfaction, and 3) verification of management’s increased leadership and involvement.

B. Strategic Changes
1. Process Approach
A process transforms inputs into outputs. Thinking in terms of a series of activities that lead to a desired result (objective) is a more effective and efficient way of managing.
This is the process approach. It is how we normally do things or should do things compared to the "ready-fire-aim" method. Functions such as manufacturing or operations may be organized using the process approach. There will be processes within processes to support the function. The ISO 9001, clause 4.1, is the key to implementing the process approach for the management system. You can make up a handy requirements list from the ISO 9001, clause 4.1 a) through f) requirements.

2. QMS Application

The ISO 9001 has a built in flexibility to tailor the standard to the nature of the user organization. This subjectivity will require auditors to judge whether the decisions made by the user of the standard are applicable or not. Auditors must also determine if ongoing changes in the business or business environment necessitate the addition or deletion of applicable clauses to the QMS.

3. Fewer Required Documents

Many standards (not only ISO 9001) are criticized for requiring documents that do not add value. Comments about ISO 9001:1994 being a 'paper mill' or being responsible for the destruction of the Brazilian rain forest are common.

The ISO 9001:2000 strategy of requiring fewer documents addresses one of the main complaints about an ISO 9001 QMS. However, the lack of required procedures (only 6 are required) burdens the auditor to determine if the methods used by the organization to meet ISO 9001 requirements. For there to be control, there must be a predetermined method. An auditor must seek out the predetermined method and assess its adequacy to the ISO 9001 requirements (Lesson 6).

4. Use of Open-ended Requirements

The standard also includes many open-end requirements (non-prescriptive) to accommodate different industry sectors (both product and service) as well as different size organizations. The structure of the ISO 9001 standard is adaptable to all organizations and can be an effective tool for achieving quality objectives and customer satisfaction. However, the open-ended nature of some requirements are subject to wider interpretation and make it harder to collect indisputable audit evidence to justify a nonconformity.

C. Tactical Changes

1. Achieve Customer Satisfaction

The achievement of customer satisfaction is an integral part of the ISO 9001 standard. This strategy represents an expansion beyond previous focus of adherence to procedures. Who cares if you followed all your procedures if your customers are unhappy or your product is unsafe?

According to the ISO 9000 vocabulary standard the definition of customer includes internal and external customers of the product or service. Organizations may provide products or services to other divisions or departments within the same organization as
internal customers. Simply, the organization or person receiving the product or service is the customer.

The two main clauses auditors must assess related to customer satisfaction are clause 5.2 (Customer focus) and 8.2.1 (Customer satisfaction). Clause 5.2 is under management responsibility but is linked to other clauses in the standard.

ISO 9001, 5.2 Customer Focus

Top management shall ensure that customer requirements are determined and are met with the aim of enhancing customer satisfaction (see 7.2.1 and 8.2.1).

It is clear that clause 7.2.1 addresses determination of customer requirements and that clause 8.2.1 addresses customer satisfaction. If there is a nonconformity related to clause 7.2.1 or 8.2.1, there could be a nonconformity linked to 5.2 too.

Example Interview questions for Top Management Using Process Techniques

<table>
<thead>
<tr>
<th>Questions for Clause 5.2</th>
<th>Possible Answer</th>
</tr>
</thead>
<tbody>
<tr>
<td>Do you have a method or plan for ensuring customer requirements are determined and met?</td>
<td>Besides our order entry guidelines, we conduct FMEA on products and services to uncover potential requirements, and discuss it at every sales and departmental meeting.</td>
</tr>
<tr>
<td>How do you know your plan or method is being followed?</td>
<td>I review the audit results for the order entry department, approve the sales meeting agenda and the performance manager monitors the FMEA program.</td>
</tr>
<tr>
<td>What are the acceptance criteria or objective(s)?</td>
<td>Our objective is to meet 100% of the customer requirements and 100% customer satisfaction.</td>
</tr>
<tr>
<td>If you are not meeting your objective, what do you do?</td>
<td>I get a weekly exception report. If we cannot meet requirements, we don’t ship. Either we replace the product from another warehouse or advise the customer for action. Additionally, analyzed information is used as input to our preventive action process.</td>
</tr>
</tbody>
</table>

The key to meeting the ISO 9001, clause 5.2 requirements is the involvement and awareness of top management.

Besides clause 5.2, auditors must also be able to verify clause 8.2.1 on measuring customer satisfaction. This clause has some prescriptive shall requirements that auditors can verify. Check the example questions below.
Example Interview Questions Taken From Specified Requirements:

<table>
<thead>
<tr>
<th>Questions for clause 8.2.1</th>
<th>Possible Evidence</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Is customer satisfaction one of the measures of QMS performance?</td>
<td>It is reported and reviewed at management meetings.</td>
</tr>
<tr>
<td>2. Does the organization monitor the customer’s perception that their requirements are being met?</td>
<td>Customer feedback information comes from the customer directly and survey questions are linked to customer requirements (versus marketing type surveys).</td>
</tr>
<tr>
<td>3. Have methods been defined for obtaining and using the customer satisfaction information?</td>
<td>There is an information collection plan (outline) of what information is being monitored, steps for collecting it, how it will be analyze and reported.</td>
</tr>
<tr>
<td>Auditor Information Note: Management review should include plans for acting on the customer feedback information.</td>
<td>Check management review minutes/reports.</td>
</tr>
</tbody>
</table>

How to get the customer’s perception is not well understood. Customer perception information is subjective and customer criticism can be very painful at times. No one strategy, such as top box, (see glossary) is appropriate for all products, services and organization sectors. Organizations that learn how to measure customer satisfaction in an effective manner and respond to customers are going to prosper.

The same concept of knowing and matching customer requirements could be applied internally since every process output has a customer. Going beyond minimum compliance, organizations could apply the customer satisfaction controls to all internal customers (department to department, section to section) and to all interest parties such as stockholders, bankers and community leaders.

2. Continual Improvement

Another major complaint about the ISO 9001:1994 compliance standard was that it did not require improvement. As long as an organization had a good nonconforming product control process to ensure bad product did not make it to the customer, they could pass an ISO 9001 audit with flying colors.

**Author’s Comment about Compliance and Continual Improvement**

The introduction of the requirement to continually improve sent a shockwave through the regulatory bodies. They would say, “this was too much of a change and besides, it is not enforceable and we cannot shut down companies just because they don’t continually improve.” The critiques are correct but, not every requirement violation contained in FAA, FDA and EPA regulations would result in shutting down an organization. Perhaps regulated organizations should be required to improve. Perhaps it is in the public’s best interest if they receive the safest, most affordable and most reliable products and services available.
The key to verification of continual improvement is identification of organization change such as using the ACDP technique in lesson 6. Specifically, organizations are to continually improve the effectiveness of the QMS (ISO 9001, clause 8.5.1). In order to comply with this requirement you need to know what effectiveness means and what is included in the quality management system as opposed to the safety system or business management system. Definitions of effectiveness and other terms have been provided in the class glossary. In practical terms, a QMS would be effective if process steps are followed and output objectives are accomplished.

As an auditor you could accept any change that improves the quality of the product, service or system as audit evidence of continual improvement. Continual improvement could be changes that result in narrowing product or service variation, better meeting customer or regulatory requirements and changes to the QMS that may lower product or service risk. Since ISO 9001 is a compliance standard and excludes requirements to improve efficiency, auditors should not accept improvements made solely for reducing cost or improving efficiency. Only the ISO 9004 guideline standard for improving business performance requires organizations to be more efficient.

A place to look for evidence would be the output of management review. You can also evaluate corrective and preventive actions.

3. Management Involvement

There are several requirements for top management commitment to the QMS and involvement that must be verified by an auditor. The ISO 9001 is designed to increase management involvement. In fact, there are several prescriptive requirements that auditors can use to assess management’s involvement such as those found in ISO 9001, clause 5.1. When you use a checklist, evaluating management commitment is straightforward.

Example of a Clause 5.1 Requirements list

<table>
<thead>
<tr>
<th>Clause 5.1 Requirements list for Demonstrating Top Management Commitment</th>
</tr>
</thead>
<tbody>
<tr>
<td>Is there evidence of top management commitment by:</td>
</tr>
<tr>
<td>a) Communicating the importance of meeting customer and regulatory requirements</td>
</tr>
<tr>
<td>b) Establishing a quality policy</td>
</tr>
<tr>
<td>c) Ensuring there are quality objectives</td>
</tr>
<tr>
<td>d) Conducting management reviews</td>
</tr>
<tr>
<td>e) Ensuring availability of resources</td>
</tr>
</tbody>
</table>

[Verify a through e. Look at the quality policy; verify management reviews are taking place and top management is involved. Verify that a) is linked to 5.5.2 c).]

The organizations that did only the minimum to get an ISO 9001 certificate may balk at the additional management commitment requirements. Management may even re-evaluate their need to keep their registration. For other organizations, the extra
management involvement may be just what was needed for management to take ISO 9001 registration/certification seriously and see how it can add value.

Conclusion:
The standard is requiring the user to think in terms of the quality management system being a set of processes and processes within processes. Auditors must align their auditing techniques to the process approach for maximum user benefit.

There is no specific requirement in ISO 9001 or ISO 19011 to conduct process audits or use process audit techniques. For internal auditing, the ISO 9001 standard only requires that the auditor audit the QMS against ISO 9001 requirements and the QMS requirements established by the organization. Auditors should consider conducting process audits and using process techniques because it is an effective audit method and better supports the ‘process approach’ of the standard.

Lesson 9: Analyzing and Reporting

You should be finished with steps 1 through 8, and now you are ready to report your results. We will assume you already know the basics of analyzing and categorizing data from an audit. In this lesson we will discuss what could be different.

A. Analyze Data

Now review your audit evidence to sort and identify relevant data and its importance. Is the data relevant to the purpose and scope? Does it represent a minor defect or a potential systemic problem? Is it a nonconformity or improvement point?

If you are like most auditors, you will have a set of notes taken during the audit. Your notes may be recorded in several places such as on your checklist, listed on your log sheets or written on your PFD or Tree Diagram. While you are auditing, you need to record the information as soon as possible. Many auditors record the data by the first means available. If you are using your PFD to ask interview questions, you may end up recording responses on the PFD rather than taking the time to find the right checklist question comment box. You may also have collected audit evidence such as blank forms, copies of records or reports or documents.

Tip: Go through your notes and mark important observations. You may use some type of code or key such as a circled star means a potential minor nonconformance/finding, two circled stars means a major nonconformance/finding. You can use the document paragraph numbers to link observations that relate to the same effect or finding.
B. Compliance Audit Data

In lesson 5, you may recall, we evaluated the process for adherence to prescribed methods, assessing the adequacy of controls, identification of risks and process optimization. The approach for analyzing the data may vary depending on whether the purpose of the audit was only to verify compliance or to assess performance improvement as well.

First, the audit data should verify step-by-step adherence to requirements. Are the rules being followed? If the observed process is not the same as that required by the standard, work instruction or regulation, then the noncompliance should be reported. For a compliance audit, management wants to know if the rules are being followed.

Next, your data should indicate whether process outputs are being achieved. Is the process on-course? For the compliance audit, you will be interested in objectives that relate to compliance issues such as: safe product, contaminate free, purity, 100% compliance, no test failures, and so on. You, as the auditor, cannot collect the data yourself, but you can ensure that the auditee is assessing their process against the appropriate objectives/goals.

Your investigation could also reveal process control gaps. Control gaps may represent risk to the organization for potential regulatory issues. Control requirements may stem from documents such as work instructions or regulations. You may also need agreement on the interpretation of the word control in order to issue a noncompliance for inadequate control.

Risks may be reported for potential quality, safety or environmental failures. What are the dangers? Product safety is about customer safety as well as employee safety. As the auditor, you are not able to assess the acceptability of the risk to the organization. It is up to management to determine follow-up actions to address risk issues. You can report any additional observations that will help management such as the frequency of the occurrence (it happened once or it happened 3 times during the audit) or assessments made by the process owner (this is critical, it always gets fixed later in the process, it has a negligible effect, etc.).

Normally, compliance-focused audits are not concerned with optimization of the process. The process rules are not subject to change and a lot of energy goes into ensuring that the rules are always followed.

C. Performance Audit Data

Besides the step-by-step adherence to requirements, auditors should assess the effectiveness of the process steps. Process performance observations may include: redundancies, inefficiencies, waste, unnecessary rework and non value-added steps or tests.

Experts state that if a process is meeting output objectives, it is an effective process. Management determines the objectives and goals. Your data should indicate whether the process owners are measuring results against the stated objectives/goals. They should know if the process objectives are being achieved.

Example Output Objectives
Assessment of effectiveness should include determination that the controls are adequate and that the process is capable. In our modern world, the means no longer justify the end. For example, adding three inspectors at the end of the line to ensure only good product goes to the customer may meet output objectives but increases costs. A truly effective process is balanced between the output goals and the capability of the process. Some organizations include both output objectives and process performance objectives.

**Example Process Performance Objectives**

- Right the first time
- No rework
- Fewer repeat tests
- Less scrap
- No expediting
- Narrow variation
- Reduced sorting time
- Eliminate re-grading

As a process auditor, you have some knowledge of the process but still must rely on the process owner to measure the effectiveness of the process. If you observe an ineffective process or the process owner is not measuring effectiveness, you should put it in your report.

Identification of potential risks to the process or organization is an important input for performance improvement. Continuous mistake proofing during the audit may bear ample fruit for any preventative action program. You should report all risks that you believe could be significant. If you don’t believe you are qualified to assess the significance (potential negative consequences) of the risk, you can report all your observations or verbally share what you consider to be nominal or negligible. Your quantification of the risk would be helpful to management.

All processes can be optimized. Every process is controlled by a set of variables. The variables (inputs) can be balanced to maximize the process objectives. Information about optimization of the process, or set of processes, is important when the process is operating at near apparent capacity. Identification of process bottlenecks could result in increases of capacity to better meet requirements. Identification of process steps with excess capacity could result in arrangements that better meet requirements. For example: If step 1 of a 3 step process has significant excess capacity, steps 2 and 3 could be outsourced or given to toll operators. Information about potential process inefficiencies, surplus capacity or bottlenecks would be helpful to management.

Sometimes there is no bottleneck because all the process steps are evenly balanced and changing one or two steps will not effect the output or quality of the process overall. In other cases, where market or other constraints require processes to operate at a sub optimal level (limited warehouse space, spotty demand, working capital limits or controls), there is no apparent bottleneck. There is no need for an auditor to conjure up
what-if scenarios to point out potential process bottlenecks if it is not relevant to the situation.

**D. System audits**

When conducting management system audits, auditors can use process auditing techniques. If you are able to trace a product, project or service through the process, you can make observations about adherence to QMS and process steps, adequacy of controls, potential risks and opportunities for optimization (sections B and C).

**E. The Report**

The report must be consistent with the purpose and scope. An internal process audit of a work instruction can be one or two pages. An external audit of several processes could be 10 or more pages. The report size may depend on whether it was a process audit of the 250 ton stamping machine or all the stamping machines or the assembly line or manufacturing process. Larger reports are more formal and their requirements are covered in most standard audit training programs and in books such as *The Quality Audit Handbook* (ASQ Quality Press).

In our example report form, (see student locker) the audit report is a single page. It is a memo format (To-From-CC) with standard identifiers (number, dates, area audited). We have combined the audit report and corrective action record so that all the follow-up is in one place. There is space for overall findings and all the rows are expandable (use electronic forms so that rows can be expanded to fit the information). A process audit report can be very simple and functional. Individual problems and nonconformities can be listed along with the traceable requirement (paragraph, document, objective, etc.). If the report receivers need to have background information, attach the audit plan. If additional information is needed by the auditee, client or audit program manager, it should have been agreed upon in the preparation phase of the audit.

The detailed results can be both isolated incidents and systemic issues. It is not uncommon for compliance process audit reports to be a list of defects compared to a procedure or work instruction. This type of defect reporting can promote remedial (containment) actions instead of corrective action. For modern day auditing (value-added) we need to group observations under systemic findings when possible.

**Record your findings in order of importance.** Some findings represent high risk to the organization, while others represent low risk. You can classify your finds as either major-minor or you could set up rating system. A rating could be something like A items require immediate action (high risk), B items need to be planned and addressed in the near future, such as 90 days (medium risk), and C items need to be planned for a future date, such as the next change over, the annual document review, the next 6 months, etc. (low risk).

Using software for reporting is a great tool but some software is too inflexible. Avoid software that does not allow you the space to report complete information or forces you to report irrelevant or unnecessary information. Word processing software allows for structure and expandability. Required information can be listed in boxes and then the boxes can be sized to fit the appropriate amount of information.
The report should include a conclusion. It is important for an auditor to share their overall assessment of the situation. Overall conclusions may be:

- Procedures and instructions are not being followed as originally intended.
- The process appears to be operating effectively. No major problems were identified.
- There are significant business risks that must be addressed if this process is going to continue to operate.
- The process is compliant. However, planned changes represent considerable risk to the process such that I recommend another process audit be conducted in six months.
- The controls for the process are not adequate such that the safety of the product is assured.
- Overall the process is effective but there were several process changes that have not be implemented.
- The process is achieving the established objectives but process bottlenecks have resulted in several inefficiencies.

In the compliance world of auditing, you can report on the effective implementation and maintenance of a process but not efficiency. In the performance world of auditing, you can report on overall effectiveness and efficiency of the process. In the **business world**, all the information is needed to better manage risk.

There should be enough information in the report such that any reasonable person would come to the conclusions that you did. You should back up finding statements with relevant data and give examples of what you observed.

Before you dot the last ‘I’ or cross the final ‘t,’ ask yourself if you were able to verify the audit criteria (requirements, policy, promises) and if the audit sample was sufficient. If the answer is yes, you will feel confident and it will show in your report. If the answer is no, you need to report any gaps or areas needing additional oversight.

The lead auditor should sign the report. Your organization will need to determine if additional approval or reviews of the report are required.

**F. Closing Meeting**

As required by good audit practices, there must be a closing meeting. The size, formality and length will vary depending on the purpose, scope and findings of the process audit. Most process audit closing meetings will be very short. The process owners and decision makers should be at the closing meeting because they control the resources needed to address your findings. Follow standard exit meeting protocols such as those found in *The Quality Audit Handbook*.

Whether you provide a draft or final report at the exit meeting depends on what is most effective for the situation. For an internal process audit in an open and trusting culture that uses audits as a management tool for improvement, auditors may give the auditee the final report at the closing meeting. Copies of the report should go to the client and
other agreed-upon interested parties. This is both effective and efficient. For more formal 3rd and 2nd party audit, standard conventions should be followed. The auditor can provide a draft of the findings and later send the final report to the client for distribution.

G. Ending the Process Audit

The audit ends when the audit plan has been fully executed (completed). The audit ends when the audit report is issued. Auditors may or may not be involved with any required follow-up activities. Audit findings should result in corrective or preventive actions. The corrective or preventive actions may be addressed by the client, special teams or as-a-matter-of-course for the auditee. The proper management of the follow up actions is addressed in texts such as *After the Quality Audit* and *The Quality Audit Handbook*. The follow-up actions are core to benefiting from the audit process. I like to think of the audit as only being half over until all the findings are addressed.

Later, you may be asked to follow the audit and verify the promised corrective and preventive actions. Verification may be done as a follow-up audit or as part of the next audit of that process.

H. Closing Remarks

*Process auditing and the use of process techniques during process and system audits are very powerful. It is better to audit processes according to their functionality (form, fit and function) rather than by isolated elements.*